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In this lecture we discuss how blockchain protocols can be used to strengthen the security 
of general cryptographic protocols. We distill the core functionality of blockchains in a 
(global) transaction-ledger functionality within a universally composable (UC) setting. We 
then discuss how synchronous (G)UC protocols can use such a transaction-ledger 
functionality to leverage security-loss via a compensation mechanism. Concretely, we focus 
on the design of fair and robust multi-party computation (MPC) where fairness against 
dishonest majorities is achieved via a compensation mechanism and, additionally, a 
robustness property is guaranteed, which ensures that the protocol delivers output to the 
parties that get engaged. We discuss a formal model of secure MPC with compensation that 
can be used to prove the security of protocols within a standard cryptographic framework 
while ensuring universal composition. 
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