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In this lecture we will discuss how “traditional” e-cash is built. To this end, we review zero-
knowledge proofs for discrete logarithms (often call generalized Schnorr protocols) and 
signature schemes that work well the such zero-knowledge protocols. We then show how 
these two building blocks can be combined to construct an e-cash scheme that support 
privacy. 
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