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70GB and no end in sight!
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alternate storage
Lightning Network

truncate after a certain amount of time?
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are these secure? how can we tell?
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“nothing at stake”

“stake grinding”

in proof-of-work, cost means you choose 
in proof-of-stake, address with punishment

how do miners get chosen?
in proof-of-work, can’t influence this decision
in proof-of-stake, address with stake modifiers
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monetary supply
ledger centraldistributedecentral    

decentral centralcentral
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computation high! low    low

RSCoin

RSCoin [DM NDSS’16]
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mintettes check for double spending…

…using lists of unspent transaction outputs (utxo)
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consensus features

scalable!
T = set of txs generated per second 

Q = # mintettes per shard 
M = # mintettes

conceptually simple

comm. per mintette per sec = 
∑tx∈T 2(mtx+1)Q

scales infinitely as more mintettes are added!

M
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each new mintette adds

≈ 75 tx/sec

compared to Bitcoin’s 7
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auditors and monitors ensure consistent view of log
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goal: don’t let clients accept bad certificates
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Thanks for listening!


