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/0GB and no end in sight!
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consensus features

conceptually simple
scalable!

T = set of txs generated per second
Q = # mintettes per shard
M = # mintettes

. theT Q(mtx+1 )Q
comm. per mintette per sec = @

)

scales infinitely as more mintettes are added!
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